How to setup BIND database:

Before you run BIND server, you need to setup necessary database and configuration files.  A good reference book is "DNS and BIND".   Below show some brief steps of creating database domains (please refers to the reference book for details).

1. Several pre-existing files are needed:

db.127.0.0 - It is database file for loopback.  The content looks like the following:

0.0.127.in-addr.arpa. IN SOA HOST1.cs.cornell.edu. PERSON.cs.cornell.edu. (

        1       ; Serial

        10800   ; Refresh after 3 hours

        3600    ; Retry after 1 hour

        604800  ; Expire after 1 week

        86400 ) ; Minimum TTL of 1 day

0.0.127.in-addr.arpa.   IN NS   HOST1.cs.cornell.edu.

1.0.0.127.in-addr.arpa. IN PTR  localhost.

It first entry is the start of authority (SOA) resource record.  It second entry is the name server (NS) resource record.  There is one name server, HOST1.cs.cornell.edu, responsible for the zone, "ext.to.user.".

HOST1.cs.cornell.edu refers to the host where BIND server is going to run.   PERSON.cs.cornell.edu refers to the administrator responsible for BIND database (using his/her email by replacing '@' by '.').

db.cache - It is a database file for root servers.  (You can ftp the file "named.root" from ftp.rs.internic.net\domain and renamed it to db.cache)

named.conf  - It is a configuration file for BIND server.  The content looks like the following:

// BIND configuration file

options {

        directory "/amd/sim1/z/itx_ds/primary";

        pid-file  "/amd/sim1/z/itx_ds/primary/sbin/named.pid";

        named-xfer "/amd/sim1/z/itx_ds/primary/sbin/named-xfer";

        dump-file "/amd/sim1/z/itx_ds/primary/sbin/named_dump.db";

        statistics-file "/amd/sim1/z/itx_ds/primary/sbin/named.stats";

};

zone "extdistrib1.itx.cnrg" in {

        type master;

        file "db.extdistrib1";

        allow-update { Any; };

};

zone "extdistrib2.itx.cnrg" in {

        type master;

        file "db.extdistrib2";

        allow-update { Any; };

};

zone "ext.to.user" in {

        type master;

        file "db.ext2user";

        allow-update { Any; };

};

…

…

zone "0.0.127.in-addr.arpa" in {

        type master;

        file "db.127.0.0";

};

zone "." in {

        type hint;

        file "db.cache";

};

The options statement sets up global options to be used by BIND. This statement may appear at only once in a configuration file; if more than one occurrence is found, the first occurrence determines the actual options used, and a warning will be generated. If there is no options statement, an options block with each option set to its default will be used.  (Please refers to http://www.isc.org/bind8/options.html for details.)

The  zone statement represents each database domain information.  For example, the domain "extdistrib1.itx.cnrg" resides on the database file "db.extdistrib1"; it is of type master and it allows update from any remote location.

The last two zone statements are static for the configuration.

2. Next, a database file needs to be created for each zone.  Below shows how to create a database file for the zone "ext.to.user":

$ORIGIN to.user.

ext             IN      SOA     HOST1.cs.cornell.edu. PERSON.cs.cornell.edu. (

1       ; Serial

        
10800   ; Refresh after 3 hours

        
3600    ; Retry after 1 hour

        
604800  ; Expire after 1 week

        
86400 ) ; Minimum TTL of 1 day

                IN      NS      HOST1.cs.cornell.edu.    ;Cl=3

$ORIGIN ext.to.user.

10012   0       IN      TXT     "userid=spotsrv;custmsg=spot server app"

13         0       IN      TXT     "userid=jjw8@cornell.edu;custmsg=James Wann"

10014   0       IN      TXT     "userid=ted@itx.cornell.edu;custmsg=Ted"

10001   0       IN      TXT     "userid=skeshav@cs.cornell.edu;custmsg=Keshav"

10002   0       IN      TXT     "userid=db35@cornell.edu;custmsg=Donna Bergmark"

10003   0       IN      TXT     "userid=jx20@cornell.edu;custmsg=Yang Xu"

It is similar to the file db.127.0.0.   The first entry is necessary.  It is the start of authority (SOA) resource record

The second entry is necessary.  It is the name server (NS) resource record.  There is one name server, HOST1.cs.cornell.edu, responsible for the zone, "ext.to.user.".

The rest of the entry stores the data specific for the directory service in the ITX network.   From the above example, there are siz entries.  Each entry is a TXT type resource record, and is indexed by its extension.  The content within the double quotes is record for each extension.

3. When you finished creating all the database files specified in the named.conf, you are ready to run the directory server.

An example below shows how to create a user in the database.  For example, to create an administrator (user id is "adm") whose extension number is "1", and whose password is "xxx" (whose hash code for example is "45342335"),  you need to create an entry in the following database files:

· db.extdistrib1

· db.userid2ext

· db.userid2sec

· db.ext2user

In db.extdistrib1, the entry is inserted as shown below:

$ORIGIN itx.cnrg.

extdistrib1     IN      SOA     HOST1.cs.cornell.edu. PERSON.cs.cornell.edu. (

                1 10800 3600 604800 86400 )

       IN      NS      HOST1.cs.cornell.edu

$ORIGIN extdistrib1.itx.cnrg.

ds      0       IN      TXT     "1"

In db.userid2ext, the entry is inserted as shown below:

$ORIGIN to.ext.

userid          IN      SOA     HOST1.cs.cornell.edu. PERSON.cs.cornell.edu. (

                96 10800 3600 604800 86400 )

                IN      NS      HOST1.cs.cornell.edu.

 $ORIGIN userid.to.ext.

adm     0       IN      TXT     "1"

In db.userid2sec, the etnry is inserted as shown below:

$ORIGIN to.sec.

userid          IN      SOA     HOST1.cs.cornell.edu. PERSON.cs.cornell.edu. (

                54 10800 3600 604800 86400 )

                   IN      NS      HOST1.cs.cornell.edu.

$ORIGIN userid.to.sec.

adm     0       IN      TXT     "pin=45342335;access=100"

In db.ext2user, the entry is inserted as shown below:

$ORIGIN to.user.

ext             IN      SOA      HOST1.cs.cornell.edu. PERSON.cs.cornell.edu. (

                121 10800 3600 604800 86400 ) 

                  IN      NS         HOST1.cs.cornell.edu.

 $ORIGIN ext.to.user.

1       0       IN      TXT     "userid=adm;custmsg=Administrator"

